Information on event: Based on log from Nessus outdated FTP server Serv-U Server version 6.3 is used impacted by several vulnerabilities.

Date and time of event(s): 02.03.2020. 20:40

Computer name/IP:	14.63.166.97	www1.pirt.com

Solution: FTP Serv-U server should be upgraded to version 15.1.7 or later.

Log excerpt:
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Description
‘According to s banne,the insaled version of Serv-U i ealerthan 91,00 and threfore afected by the folowing isues -

- A boundary error in the web administration interface when pasing session cookies can resultn  stack-based buffer overfo. (CVE-2009-4873)

- A boundary erro n the TEA decoding algorthm can resultin astack-based buffer overflow when processing 2 long hexadecima string. (CVE-2009-4006)
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